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Report of the Hamilton County Criminal Justice Commission  
Data and Criminal Justice Information Systems Committee  

April 2009  
 

 
Committee Membership and Activities 

 
The Data Committee includes staff and administrators responsible for juvenile and criminal justice 

databases in Hamilton County. The Committee was asked to report on the County’s current capacity for 
collecting and assessing juvenile and criminal justice data. The goal is to help system stakeholders—
including elected and appointed officials, agency staff and administration, service providers, and the 
public—to identify best practices for improving public safety and conserving tax dollars.  
 

The Committee was asked to answer the following questions: Who collects juvenile and criminal 
justice data in Hamilton County? What types of data are collected and how frequently are they collected? 
Who interrogates the data, how regularly, and to whom are results reported? To what extent is each data 
system compatible with, or able to “talk to,” other data systems? 
 

The Committee also sought to facilitate research inquiries from other committees of the Criminal 
Justice Commission. Inquiry subjects included misdemeanor probation; the rates and causes for dismissal 
of domestic violence cases; the type and number of aging warrants; statistics on child-support enforcement 
cases; and creation of a fixed-time “snapshot” of the population in the Hamilton County Justice Center.  

 
With the assistance of the County Prosecutor, the Committee also drafted a model Memorandum 

of Understanding (MOU). The model MOU was designed to fulfill three purposes. The first purpose is 
facilitation of data-based research to identify best-practice juvenile and criminal justice policies. Second, the 
Committee sought to prevent the inadvertent release of information that is confidential or otherwise 
protected by law. Third, by promoting communication between researchers and data providers, the MOU 
protocol should ensure that research is based on reliable data that are interpreted accurately.  

 
 

Criminal Justice Information System Survey and Recommendations 
 

Overview 
 
Hamilton County has a rich set of juvenile and adult criminal justice data. The primary electronic 

databases, or networks of databases, were designed and are administered to maximize efficient 
functioning of the juvenile and adult criminal justice systems. The system performs well in that capacity. 
There is good cooperation, both formal and informal, between administrators of the various databases. 
Internal data collection, assessment, and reporting occur regularly, as does inter-agency data sharing. In 
terms of overall daily system administration, the databases and their operators serve the community 
well. 

 
There are components of the system, such as the Pretrial Services Information System (PTIS), that 

are designed to serve the additional purpose of facilitating research and analysis; however, several 
systems face constraints, including personnel resources and privacy issues, which limit their ability to 
provide data for research and analysis.  
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To address these and other concerns, and to build upon the system’s existing strengths, three 
steps should be taken. Each step requires strong stakeholder leadership and cooperation. Inter-
institutional assistance and support should be obtained, as appropriate, from universities, nonprofits, 
foundations, and state and federal agencies.  

 
First, a web-based, searchable library of existing studies and reports on the local juvenile and 

criminal justice system should be created. The library should be updated as new information is made 
available. Research should build on—not duplicate—existing information. The library can serve as an 
integrated “institutional memory” for the juvenile and criminal justice systems. As a central repository of 
CJIS information, the library can provide an initial reference point for research queries and open records 
requests. The library may also begin to facilitate a “data dashboard” approach to sharing data, whereby 
CJIS agencies would provide regular updates on key data points for public consumption. 
 

Second, stakeholders should ensure that any evaluation and improvement of the current system or 
any of its components is undertaken comprehensively and strategically. Stakeholders should cooperate to 
identify and eliminate any existing redundancies and overcome possible hurdles with the shared goal of 
maximizing scarce CJIS resources for administrative and research/policy planning purposes. This 
coordinated effort should include examining integrated CJIS systems in other jurisdictions for examples of 
how common hurdles have been overcome elsewhere. These common hurdles include:  

 
• Legal restrictions on the release of data and the responsibilities of administrators to 

comply with these restrictions while promoting evidence-based criminal justice policies; 
 

• Data integrity demands that insure that all system data is accurate and that it is 
interpreted reliably when released to the public; and 

 
• Resource limitations in the face of declining revenues and the more public nature of other 

criminal justice and law enforcement efforts.  This hurdle has become particularly onerous 
in recent years as repeated budget reductions have often had disproportionate impacts of 
IT staff.  Each of the agencies represented on the data committee has lost staff or had 
vacant positions frozen as a result of fiscal stresses. 

 
Potential resources from other jurisdictions include the following: 

 
• The United States Department of Justice, Bureau of Justice Statistics’ Justice Information 

Exchange Model. The BJS-sponsored website offers protocols and access to technical 
assistance for Criminal Justice Information Systems (CJIS) strategic planning 
(www.search.org/programs/info/jiem/). 

 
• The Supreme Court of Ohio is investigating opportunities for an integrated state court 

information network.  
 

• Hennepin County, Minnesota (Minneapolis metropolitan area) brought together elected 
and appointed officials, including judges and court administrators, to spearhead a Justice 
Integration Program. The initiative was an outgrowth of that County’s Criminal Justice 
Coordinating Committee. Working together, system stakeholders were able to secure 50% 
funding for system integration and improvements from federal grants. Its work was made 
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possible in part by the state Supreme Court’s implementing a unified state court 
information network.  

 
• Montgomery County, OH has created www.justiceweb.org, an integrated, password-

protected web-based instrument that promotes data-based research. The County’s CJIS 
Data Quality Overview (Attachment A) is a possible model for system analysis.  The 
greater breadth and depth of integrated systems in Hamilton County adds challenges to 
replicating the Montgomery interrogation model. 

 
• The world’s richest criminal justice information system was created with the blessing of 

the Royal Canadian Mounted Police (www.sfu.ca/icurs). Research rules require strict 
privacy protection, security clearance of all programmers and staff, and giving the RCMP 
a month’s lead time before releasing any report. RCMP does not censor researchers or 
their reports. 

 
• Metro/Davidson County, TN (Nashville area) obtained federal funding through the U.S. 

Department of Justice to create an integrated CJIS system. The Nashville report 
(Attachment B) provides a helpful overview of the integration process, including lessons 
learned. 

 
Third, future research should comply with the three essential elements of the Committee’s 

model MOU protocol. These elements are:  
 

• Promotion of research to identify evidence-based policies that improve public safety and 
conserve tax dollars;  

 
• Compliance with all legal restrictions governing the release of information that is 

confidential or otherwise protected by law; and  
 

• Ensuring open communication with data administrators, to facilitate accurate interpretation 
of reliable data.  

 
Data administrators are deeply concerned about compromising information that is protected by 

law. These concerns are justified and must be addressed. They have been addressed in Hamilton 
County and in other jurisdictions through confidentiality protocols. Sample protocols are included with 
this report as Attachment C (Vera Institute of Justice) and Attachment D (Hennepin County, MN). Also 
included is the Data Committee’s model Memorandum of Understanding (Attachment E). These 
protocols have been used regularly and successfully across the country. They are an important tool for 
administrators who must simultaneously promote effective, open government and comply with the law 
governing the release of protected information.  
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System Survey: Components and Capacity  
 
Hamilton County’s criminal and juvenile justice data are collected and maintained across several 

electronic databases or networks of databases. The databases are administered as follows, and as 
summarized in the attached matrix (Attachment F). Details are provided as they were made available by 
system administrators in writing and during interviews. 

 
 

Law Enforcement  
 
The County Law Enforcement Applied Regionally (CLEAR) system has the responsibility to 

provide a computerized police information system which assists all Hamilton County law enforcement 
personnel in the safe and successful performance of their duties. It is a consortium of the 45 Hamilton 
County, Ohio law enforcement agencies, which includes the Cincinnati Police Department and the 
Hamilton County Sheriff.  

 
CLEAR is part of the joint City-County Regional Crime Information Center (RCIC), which is 

funded by a levy and includes local Mayor’s Courts. CLEAR functions through the Regional Computer 
Center (RCC), which is part of the City of Cincinnati.  

 
CLEAR maintains databases for Hamilton County Law Enforcement Agencies. These databases 

include: CLEAR, Jail Management System (JMS), the Automated Fingerprint Identification System 
(AFIS), and the Local Law Enforcement System (LLE). The data are entered and maintained by the local 
law enforcement agencies. The information is used daily by Hamilton County law enforcement personnel 
in the performance of their duties.  
 

CLEAR contains information on arrested persons, wanted persons, stolen vehicles and property. 
The data is entered and maintained by each of the law enforcement agencies in Hamilton County. The 
CLEAR system is interfaced with the State of Ohio and national crime databases (including the Law 
Enforcement Automated Database Search [LEADS], the National Crime Information Center [NCIC], the 
Bureau of Motor Vehicles [BMV], and the International Justice and Public Safety Network [NLETS]). 
Locally, data is exchanged with the Court Management System (CMS), the Jail Management System 
(JMS), and the Hamilton County and Cincinnati Police Communication Centers Computer Aided Dispatch 
(CAD) System.  

 
AFIS is the Automated Fingerprint Identification System and contains latent and ten-print 

functionality. Ten-print fingerprints are captured by the Hamilton County Sheriff’s identification staff during 
the arrest and booking process. The latent crime scene prints are entered and maintained by local law 
enforcement criminal investigators. Data is exchanged with the state of Ohio and FBI fingerprint systems.  
 

LLE System is the Local Law Enforcement System and provides a regional database for the 
National Incident-Based Reporting System (NIBRS)-compliant incident reports, arrest reports, minor 
misdemeanor citations, traffic tags, and non-criminal incidents. These data are entered and maintained by 
a few of the local law enforcement agencies. 
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Cincinnati Area Geographic Information System (CAGIS) 
 
Countywide law enforcement is also supported by the Cincinnati Area Geographic Information 

Systems (CAGIS), a county-wide effort operated by the Regional Computer Center at the City of Cincinnati. 
CAGIS is governed by a policy board made up primarily of public works agencies (Water Works, Sewer 
District, Engineer’s Office, etc.) that are the focus of the CAGIS’ core work. In addition to serving these 
agencies, CAGIS also assists law enforcement in the following activities: 

 
• City of Cincinnati police use CAGIS datasets and applications to geo-code crime incidents 

and to spatially analyze crime activities. The city has 10 or more crime analysts involved in 
this endeavor.  

 
• The City of Cincinnati Police also use CAGIS data and software applications to assist in 

certain building and property code enforcement activities on behalf of the city.  
 

• The Hamilton County Sheriff’s and Prosecutor’s offices use CAGIS data and applications 
to enforce the sexual predator residency regulations that deal with restrictions on minimum 
distance from predator residence to school locations.  

 
• The Prosecutor’s and Sheriff’s offices also use CAGIS to locate certain drug crime 

incidences with relation to proximity of schools.  
 
 

Jail Management System (JMS)  
 

Information is obtained from the Arrest Slip/527 form, from the Complaints and Warrants, and from 
interviewing the arrestee. Information is entered into the JMS system by Data Entry Operators (DEOs).  

 
JMS collects the information in the list below each time an individual enters the system. JMS uses 

“free format” fields along with fields that contain drop-down boxes. Several fields are “screen-scraped” into 
the JMS system from CLEAR/RCIC when the DEO performs various criminal inquiries.  

 
The system is also set up to recognize previous incarceration data as most recent, so it will bring 

that information forward if the individual is entered into the system again. JMS has instituted various 
procedures to monitor the data entered into the system. Information is reported to others on a case by case 
request basis. Other components of the system, including Pretrial, Public Defender, and CMS, also have 
received access to JMS data.  

 
JMS information includes the following:  

• Unique identifier for the criminal database (if there is none, JMS creates one in 
RCIC/CLEAR)  

• Name, address, social security number, and phone number  
• Arresting officer, badge number, and agency  
• Arrest date, time, and location  
• Charge  
• Booking type  
• Bond type and bond amount (if any)  
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• Sex, race, date of birth, place of birth, height, weight, eye color, hair color  
• religion, education, marital status  
• Alias information  
• Contact information: next of kin, emergency contact, doctor, employer  
• Scars, marks, tattoos  

 
Information is also contained within the system after an individual has his/her first court 

appearance. The DEO creates an inmate summary that contains information on what occurred during the 
court appearance and any appearances thereafter. The information includes the next court appearance, 
bond information as well as any sentence given by the judge. 
 
 

Pretrial Information System (PTIS)  
 

PTIS imports data from the Jail Management System (JMS) once defendants are positively 
identified. PTIS collects additional data through interviews. PTIS serves the Courts by providing as much 
relevant data as possible for informed judicial decision-making. PTIS data also is migrated into the 
Defender Offender Profile System (DOPS) so that it is accessible via the Court Management System 
(CMS). The information also is used by the Public Defender’s office to inform their interview process and 
determine eligibility for services. The Probation Department also has access to PTIS data for PSI reports.  
 

While PTIS start-up funding initially came from grants, system support is now funded through the 
Municipal Court. PTIS staff estimate that the system will require over $60,000 in hardware investments 
through 2013. 

 
In addition, the PTIS Failure to Appear (FTA) Unit interfaces with CMS and imports information to 

determine if a defendant has an open capias. The FTA Unit reschedules court dates for defendants who 
have missed a court appearance. They will recall any eligible capias, but recalls are limited to one per 
case and two per defendant.  

 
The following specialized programs are also offshoots of PTIS: 
 
Interpretive Services: If an interpreter is needed, it is scheduled and the case is followed from 

beginning to end. This service is provided to both defendants and victims involved in court cases.  
 
Jail Monitoring/Release Program: This automated system allows filing of Pro Se motions at the 

defendant’s request, including early release, mitigation from court treatment (Request for Judicial 
Intervention [RJI] and Men’s Extended Treatment [MET]), and transition from jail to the community 
(pretrial or post-conviction).  

 
Forensic Behavioral Health: This unit tracks defendants and referrals and prepares reports for 

related agencies for defendants with identified mental health needs. It liaisons with Court Clinic Services, 
the Mental Health Access Point and Mental Health Court.  

 
Court Diversion: This unit facilitates statutory diversion (usually for first time offenders), sets up 

restitution payment schedules and tracks payments until the case is over. Some defendants have further 
conditions (job training, family counseling, community service hours, etc.) which are also tracked. Typically 
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diversion is completed in one to five years. This data is available to the Prosecutor via a web application.  
 
JMSPOP (Jail Management Services Population Review): This system gleans data from JMS 

and filters it into several groups of interest. These groups are routinely catalogued to determine release 
possibilities at any point in criminal case processing. Inmates/detainees who are homeless, have mental 
health issues, are non-support cases, have special housing needs, are under probation supervision, or 
are on court ordered programs are reviewed and updated with specific action plans.  

 
PTIS collects the following information:  
 
Incident: Data collected for each defendant through intake  

• Arrest Officer/Agency  
• Bond preference information  
• Arrest Slip/527 information (verbatim as written by arresting officer) 
• Charges: case numbers, bond amounts, charge degree, capias indicator, co-defendant 

information 
• Appearances: judge, hearing type, date/time/location, hearing disposition  

 
Disposition:  

• Emergency Jail Refusal Indicators  
• Criminal History  
• Special Needs  

 
Interview/Investigation/Assessment: Data collected for each case going to court:  

• Time in country/state/county 
• Marital status 
• Number of children living with defendant 
• Education level 
• Military service addresses (Current, Last, Prior or up to 5 years)  
• Community Ties (Amount of family/blood relative contact) 
• Drug History 
• Mental Health History 
• Special Needs 
• Criminal History Summary:  

- Local and national criminal history database searches (RCIC and  
LEADS)  

- Number of adult and juvenile convictions (violent felonies, felonies,  
violent misdemeanors, misdemeanors, minor misdemeanors, DUI,  
traffic) 

- Charge Classification for adult convictions (e.g., drug trafficking,  
other drug, domestic violence[DV]/stalking, temporary protection order [TPO], 
violation, sexual assault, weapon)  

• Risk Assessment due to current charge(s): 
- Previous convictions of DV or TPO violation  
- Three or more prior DUI convictions  
- Surrender on current charge  
- Out-of-county history  
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- Arrested while on bail  
- Weapon brandished or serious physical harm caused  

• Final verified point total, eligibility determination. 
 

While PTIS start-up funding initially came from grants, system support is now funded through the 
Municipal Court.  PTIS staff estimate that the system will require over $60,000 in hardware investments 
through 2013. 
 
 

Court Management System (CMSNet),  
Juvenile Court Management System (JCMS), and Probate Court Management System (PCCMS) 

 
CMSNet is a formal association of nine justice-related agencies working cooperatively to improve 

technology for the benefit of all participating members and the Hamilton County justice system in general. 
CMSNet was originally created in 1992, but the agencies have since adopted a governance agreement that 
defines items such as the organizational structure, funding, management, vendor selection and contracting. 
The governance body of CMSNet is the CMSNet Steering Committee, which is made up of the elected 
official/administrator of each of the nine member agencies. There is a chairperson and a vice-chairperson 
annually elected from among the voting body. CMSNet personnel are under the general direction of the 
CMSNet Steering Committee, but are subject to the authority and personnel practices of the Common 
Pleas Court. 

 
CMSNet provides contract oversight for an application support contract, currently between the 

County and Sadler NeCamp Financial Services (d.b.a. Proware). The application support contract provides 
for the ongoing support and maintenance of several database applications, including CMS (Court 
Management System), JCMS (Juvenile Court Management System), PCMS (Probation Case Management 
System) and numerous synchronization processes between these databases and other law-enforcement 
and criminal justice databases. To clarify misinformation presented in the July 2008 National Legal Aid and 
Defender Association’s assessment of Hamilton County’s public defense system, the County owns all data 
within these databases. The County and the vendor co-own the source code. The County’s contract for 
application support provides a specific number of programming hours for the support of the existing 
application databases. These hours are budgeted to each agency and are used to modify existing code to 
meet legislative changes and elected official requirements seeking to improve the efficiency of their agency 
within the criminal justice system. New programming generally requires an addendum to the existing 
contract and requires additional funding.  

 
CMSNet is currently entering into contract with an independent consultant to provide an 

enterprise-wide analysis of CMSNet, including the systems, security, hardware, software, and network 
infrastructure. This analysis will assist CMSNet in developing a plan to improve each of these areas. 

 
CMSNet members include the following Hamilton County agencies: Clerk of Courts, Court of 

Common Pleas, Municipal Court, Court of Domestic Relations, First District Court of Appeals, Juvenile 
Court, Hamilton County Prosecutor, and Public Defender. Other agencies served by CMSNet include: 
Private Complaint; Mediation and Diversion; Court Reporters; Hamilton County Facilities; License 
Intervention Program; Pre-Trial Services; Adult Probation; Jury Commission; Hamilton County Sheriff; 
Cincinnati Police Department; and several other law-enforcement and/or criminal justice agencies. 
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The Court Management System (CMS) database was created in the 1990s to maximize 
efficiencies across criminal justice agencies by eliminating duplicate data entry and decreasing the time to 
change programs for legislative rule changes. (At that time, research showed that a single piece of data 
was entered by at least five data-entry personnel for each case. Database modifications were taking 
months, where today they take weeks.)  The CMS database contains offender- and case-related data for 
Municipal and Common Pleas (general division) criminal and civil cases in Hamilton County. The CMS 
database exchanges data daily with CLEAR and Pre-Trial Services’ Defender Offender Profile System 
(DOPS) database. CMS also has the ability to view data within JMS. CMS includes PCMS, the Probation 
Case Management System, which is where most offender-related data is stored. 

 
Much of the data within the CMS database is currently considered public record information and is 

displayed on the Clerk of Courts website. Some data, including some offender-related information, is 
confidential or otherwise protected by law.  Any request for such information requires close consultation 
with relevant data administrators, including  the Hamilton County Adult Probation Department, to ensure full 
compliance with the governing law. 

 
  In December 2008, the Supreme Court of Ohio adopted changes to Rules of Superintendence 44 

through 47. As adopted, the changes provide for increased protection of personal information in court 
records. The new rules take effect May 1, 2009. All court cases filed prior to May 1, 2009 will be subject to 
the current rules and protections under Ohio Revised Code 149.43. Cases filed on or after May 1, 2009 will 
be subject to Rules of Superintendence 44-47. 

 
Gathering data within the databases is fairly simple, but requires knowledgeable personnel 

resources. In the past five years, CMSNet personnel have decreased from twelve (through the RCC) to two 
full-time county personnel (with a single vacancy). The vacant position is the only analyst position within 
CMSNet. The Clerk of Courts information systems personnel have also decreased from four full-time to one 
full-time analyst. CMSNet is forced to rely solely on the contracted vendor to provide reports and 
modifications to the database. Data requests require additional funding. 

 
Further, the CMSNet relies heavily on the Clerk of Courts Automation Fund (CCAF), a restricted 

fund that is dedicated solely for the use of the Courts and the Clerk. Hardware such as the Clerk’s mass 
data storage unit, which holds all of the Clerk’s digital records, is paid for out of the CCAF and the fund was 
used for the initial conversion of data and creation of the current Court Management System (CMS). 
CMSNet now uses this restricted fund for the routine replacement of hardware and the purchase of 
software licenses annually, while saving any additional balance for major projects such as the creation of a 
new front-end application for the CMS databases, replacement of old infrastructure, and building a 
centralized computer room for CMSNet agencies. Each of these items is estimated to cost two to four 
million dollars. This funding must remain available to allow CMSNet to continue building the infrastructure 
and applications to provide the Hamilton County criminal justice systems efficient and secure means of 
storing, sharing, and retrieving data. Potential Ohio Revised Code changes allowing restricted funds to be 
used for general fund purposes during times of fiscal stress threaten the Clerk’s and the Courts’ ability to 
maintain the technology infrastructure necessary to operate, and should be considered very carefully, both 
in legislative scope and local implementation. 
 

Probate Court is related to the juvenile and criminal justice information system to the extent that the 
court remains a member of the CMSNet steering committee, shares the county network, and works 
cooperatively with other courts and agencies in CMSNet . Approximately four years ago, Probate Court 
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opted to create a case management system independent of Proware. The court’s data and the system 
code are the property of the Probate Court, and are maintained by employees of the court. The court’s 
primary link to the criminal justice system is through its handling of competency issues; however, there is 
no digital exchange of data from the referring CMSNet court. 
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CONFIDENTIALITY PROTOCOL  
VERA INSTITUTE OF JUSTICE  

April 2008  
 
Vera acknowledges and respects the confidential and private nature of the information obtained 
in furtherance of its projects. To ensure the privacy of human-subjects data and reduce the risk of 
inappropriate disclosure, the following protocol outlines how human-subjects data must be 
treated. The terms of the protocol are applicable to all Vera staff, consultants, subcontractors, 
interns and volunteers.  
 
At the conception of new projects that involve the collection of data about human-subjects, the 
Principal Investigator, in conjunction with the Research Director and Counsel’s Office, will 
complete a project specific “Human Subjects Protections Guideline” (HSPG) protocol.1 The 
protocol will address human-subjects protections and accompanying data for each of the 
subcategories below.  
 
I. Subject Identification Coding and Separation of Identifiers  

Each human subject recruited for a Vera research study or project for which individually 
identifying information is needed (e.g., name, address, social security number, or 
personal identifiers or data elements that when used together identify or locate a person) 
shall be given a numerical code by which he/she shall be identified. Individually 
identifying information of each human subject shall be kept separate from the other data 
collected from the subject and from the list connecting a human subject to his/her 
numerical code as specified in the HSPG protocol. This applies to both paper and 
electronic data. Coding must be done as soon as possible after data are received and data 
matching is complete.  

 
II. Paper Documents  

All hard copies of individually identifying information shall be kept in a locked file 
cabinet when not in use and should be stripped of all identifiers. The document linking 
the individuals to their numerical codes should be kept in a separate locked cabinet as 
specified in the HSPG protocol. There will be two keys to each cabinet. One key shall be 
safeguarded by the Administrative Director of Research and the other by the Principal 
Investigator or staff person to whom this task is assigned. The key shall be given only to 
Vera staff who need the information in order to perform work directly related to the 
project for which the information was collected. Upon retrieving the needed file(s) staff 
shall lock the file cabinet and return the key. The Administrative Director of Research 
shall keep a log of who has access to the files.  

 
III. Computer Files and Disks  

All electronic versions of individually identifying information shall be stored in computer 
files to which there is restricted access. Access to the files will be given only to Vera staff 
who need the information in order to perform work directly related to the project for 

                                                 
1 The HSPG will set forth in detail the confidentiality and data security protocols that will govern individual projects. HSPGs that 
deviate from the general rules set forth in this Protocol (e.g., if required by a grant or Vera’s Institutional Review Board), must be 
reviewed and signed by the Research Director.  
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which the information was collected. Such staff must use their password in order to 
access these files.  
 
All disks or electronic media containing individually identifying information shall be 
kept in a locked file cabinet when not in use. There will be two keys to each cabinet. One 
key shall be safeguarded by the Administrative Director of Research and the other by the 
Principal Investigator or staff person to whom this task is assigned. The key shall be 
given only to Vera staff who need the information in order to perform work directly 
related to the project for which the information was collected. Upon retrieving the needed 
file(s) staff shall lock the file cabinet and return the key. The Administrative Director of 
Research shall keep a log of who has access to the files.  

 
IV. Disclosure of Data  

Data in any form shall not be shared with any unauthorized persons or agencies. 
Disclosures must comply with all contract restrictions, with all grant restrictions, with all 
applicable laws and regulations as specified in the HSPG protocol and with this policy.  

 
Disclosing Data to Vera Staff  
Before sharing data with Vera personnel not assigned to the project for which the data 
was collected, permission from the Principal Investigator/staff person managing the 
project must be obtained. That permission may be oral or in writing. In his/her absence, 
this request shall be made to the Research Director. Permission will only be granted if the 
Principal Investigator/staff person managing the project determines that the disclosure is 
necessary, executed in a manner that continues to ensure confidentiality, complies with 
any grant or contract restrictions, and is in compliance with the HSPG protocol.  
 
Disclosing Data Externally  
Sharing data, for professional or personal reasons, with persons outside Vera seriously 
diminishes our ability to protect the confidentiality of data and subjects’ privacy. For this 
reason, before data is shared with non-Vera personnel, permission from the Research 
Director and Counsel’s Office shall be obtained and documented. For example, other 
organizations working on or researching similar issues may request Vera data for use in 
their own research. Without prior approval, sharing data in any form in response to such a 
request is prohibited.  

 
V. Reporting Results  

Results shall be reported in a form and manner decided by the Principal Investigator/staff 
person managing the project in consultation with the Research Director and must comply 
with contract and grant restrictions. Generally, results shall not be reported in identifiable 
form. In the rare case that results are reported in identifiable form, prior written 
permission from the Research Director, General Counsel and, when appropriate, Vera’s 
Institutional Review Board, must be obtained.  
 
Staff is not permitted to report preliminary results, formally or informally, to anyone 
outside Vera without first consulting with the Principal Investigator/staff person 
managing the project.  

ATTACHMENT C
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VI. Ownership of Data  

Vera controls the use of any data, analyses and research results related to all Vera 
projects. Employees are prohibited from using data or results for their own purposes. This 
prohibition applies to current and past Vera employees. For example, a Vera employee 
may not use Vera data or results for a personal research project nor may she/he use data 
or results for a project commissioned by another organization for which she/he works. 
After consulting with Counsel’s Office, the Research Director may grant written waivers 
to this policy if it does not conflict with the terms of the grants and contracts governing 
the project and if it furthers the interests of the Institute.  

 
VII. Final Disposition of Individually Identifying Information  

Upon completion of a project, the security of individually identifiable information shall 
be protected by physically destroying/erasing all copies of such information; or, if 
required, by returning the information to the grantor. Nothing in this paragraph shall 
prevent Vera staff from retaining data, stripped of the individually identifying 
information, for use in future project analysis, if such action is not limited by law or the 
terms of applicable grants or contracts. Principal Investigators/staff person managing the 
project is responsible for final disposition of individually identifiable information.  

 
VIII. Staff Agreement to Protect Confidentiality of Data  

All Vera staff, subcontractors, consultants, interns and volunteers shall be given a copy of 
this protocol and shall sign below acknowledging that they agree to comply with all 
applicable confidentiality laws and regulations, and with this protocol. Principal 
Investigators/staff person managing a project are responsible for ensuring that staff 
receive and sign a copy of this protocol, and that each staff member working on a 
study/project has signed it. The Administrative Director of the Research Department shall 
keep a copy of all signed agreements on file, and a copy shall be made for the employee.  

 
I have read and understand the Vera Institute of Justice Confidentiality Protocol, and I agree to 
abide by all its terms and conditions. In addition, I will comply with all confidentiality and 
privacy laws and regulations specific to each project.  
 
Name  ________________________________________  
 
Signature _____________________________________  
 
Date _____________________  
 
This protocol acknowledgement must be renewed annually and expires one year from the date 
of signature.  
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MEMORANDUM OF UNDERSTANDING TO COORDINATE RESPONSES TO 
THE HAMILTON COUNTY CRIMINAL JUSTICE COMMISSION 

 
THIS MEMORANDUM OF UNDERSTANDING (“MOU”) is made on this _____ day 
of ___________, 2008, among the following criminal justice agencies in Hamilton 
County, Ohio (the “parties”):  
 CLEAR Board of Advisors (“CLEAR”) 
 Court Management System Network (“CMS Net”) 
 Hamilton County Sheriff (“Sheriff”) 
 Hamilton County Clerk of Courts  
 Hamilton County Municipal Court 
 Hamilton County Common Pleas Court 
 Hamilton County Court of Domestic Relations 
 Hamilton County Juvenile Court  
 Hamilton County Probate Court 
 Hamilton County Pretrial and Community Services  
 Hamilton County Probation 
 Hamilton County Private Complaint and Mediation Services 
 Hamilton County Prosecutor 
 Hamilton County Public Defender 
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WHEREAS, the Board of County Commissioners (“BOCC”) has established the 
Hamilton County Criminal Justice Commission (“CJC”) to evaluate, monitor and make 
appropriate recommendations to the public and to local and county elected officials and 
to public safety officials on laws, policies and practices that promote public safety, 
reduce recidivism and improve the efficiency and cost-effectiveness of Hamilton 
County’s criminal justice system; and 
 
WHEREAS, recommendations of the CJC should be based on the analysis of accurate 
and reliable data and evidence-based practices; and  
 
WHEREAS, multiple County and City agencies are responsible for the development and 
maintenance of information and data in records required for the operation of the criminal 
justice system in Hamilton County, some of which records and information are protected 
by law from public release or otherwise limited in its use by Ohio and federal statutes; 
and 
 
WHEREAS, the CJC has established the Hamilton County Data and Criminal Justice 
Information Systems Committee (“CJIS”) to develop an action plan to coordinate data 
collection and dissemination among key agencies and facilitate the development of long-
term plans to maximize the effectiveness of the County’s criminal justice and corrections 
system; and 
 

WHEREAS, in order to assist in providing the CJC with timely and reliable data from 
their records consistent with legal constraints, the parties wish to enter into a cooperative 
arrangement to establish a framework to coordinate the provision of such records; and 
 
WHEREAS, this MOU is not intended to create legal obligations binding on the parties, 
but to establish a tool to assist in the coordination of responses to the CJC; 
 
NOW, THEREFORE, the parties intend to implement, where possible, the following 
practices and procedures with respect to responses to requests by the CJC for criminal 
justice information and data from records under their respective jurisdiction and control: 
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1. Requests from the CJC for criminal justice data or information from the 
records of the respective parties (“data request”) will be received and 
coordinated by the CJIS.  The CJIS will designate a representative (“CJIS 
data representative”) who will be responsible for the coordination of such 
data requests with the appropriate party or parties responsible for the creation 
and control of the records and supporting the data. 

 
2. The CJIS data representative will work with the CJC towards formulating its 

data requests in such a manner as to be most readily retrievable from existing 
public records maintained by the parties, with appropriate redactions where 
necessary to comply with state and federal law.  The CJIS data representative 
will seek to determine which party has primary responsibility for the 
creation, control and maintenance of the records containing the information 
and data requested (“originating party”).  

 
3. Each of the parties to this MOU will designate a representative (“party 

representative”) responsible for working with the CJIS data representative 
and for receiving and responding to data requests from the CJC.  The party 
representative for the originating party will be the primary contact for such 
party to work with the CJIS data representative in coordinating responses to 
CJC data requests from that party’s records.  The party representatives will 
work cooperatively with each other and with the CJIS data representative to 
provide timely, accurate responses from existing public records.          

 
4. No records or information that is protected by law from public release or 

otherwise limited in its use by Ohio and federal statutes will be provided or 
disclosed in response to data requests.  The originating party shall determine 
what records and information can be provided in response to a request 
consistent with the requirements and protections of state and federal law, 
rules and regulations.  

 
5. It is the intent of the parties that information or data in response to data 

requests will be provided primarily from existing public records.  In the event 
that the data requested is not readily retrievable from existing public records 
and is not subject to legal confidentiality requirements, the originating party  
will determine whether the creation of a new record providing the requested 
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data  is  appropriate and useful in carrying out its statutory responsibilities or 
would serve to promote evidence-based criminal justice policies.   

   
6. Records, data and information provided to the CJC will be provided by the 

originating party or by a holder of the records at the request of the originating 
party.  In the event that record(s) containing data or information the release 
of which is  prohibited by law should inadvertently be provided in response 
to a data request, the party or parties receiving such record(s), data or 
information will forthwith return the record(s), data and information to the 
originating party, and keep any information or data obtained from such 
record strictly confidential.  

 
7. The parties understand the importance of the mission of the CJC, and will 

work cooperatively within budgetary and legal constraints to provide timely 
and accurate responses to its requests.  In the event of a dispute involving the 
release of data or information from the records of a party or matters related 
thereto, the parties agree to work together in good faith to resolve the matter 
by escalating the dispute to higher levels of management for each party until 
a resolution of the matter can be obtained. 

 
8. In the event of a public records request to the CJC for records provided to the 

CJC by any of the parties, the CJIS data representative will immediately 
forward such request for response to the originating party for the record(s) 
sought.   

  
9. The parties recognize that this MOU has been created for organizational and 

efficiency purposes in responding to requests from the CJC, and that nothing 
in this MOU is intended to, nor shall it create any legal obligations among 
the parties to do anything or to provide any records, data or information 
which is inconsistent with or in addition to the party’s duties and 
responsibilities under the law.  Nothing in this MOU is intended to create any 
obligations to, or rights or entitlements in third parties not signatory hereto, 
and the parties agree that it shall not be so construed. 
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CLEAR Board of Advisors: Hamilton County Sheriff:                                

  
By______________________________  By_____________________________  
 Col. Al Schaefer  Sheriff Simon L. Leis Jr.  
 
      
  
Hamilton County Clerk of Courts: Hamilton County Public Defender: 

  
By______________________________ By______________________________ 
 Patricia Clancy  Louis F. Strigari 
 
      
  

Hamilton County Prosecutor Hamilton County Court of Common Pleas, 
  Domestic Relations Division 

  
By_____________________________ By____________________________           
 Honorable Joseph T. Deters  Honorable Susan Lake Tolbert 
 
      
  
Hamilton County Juvenile Court Hamilton County Probate Court 

  
By______________________________ By:_____________________________ 
 Honorable Thomas R. Lipps  Honorable James Cissell 
 
      
  
CMSNet 
Hamilton County Court of Common Pleas 
Hamilton County Municipal Court 
Hamilton County Probation 
Hamilton County Private Complaint and Mediation Services     
Hamilton County PreTrial Services 

  
By_____________________________ 
 Michael L. Walton 
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System Governance Structure Staff/Administration Funding Sources
CLEAR CLEAR is directed and advised by the CLEAR 

Board of Advisors, an 18-member board 
representing Hamilton County, the City of 
Cincinnati, and law enforcement agencies county-
wide.  The City of Cincinnati is the operating agent 
for the CLEAR systems under a contractual 
arrangement with the County, and with advice from 
the CLEAR Board of Advisors.  

Seven staff provide development, support and 
maintenance for CLEAR's various databases, 
applications, and hardware.  Additional staff 
provide technical support and client assistance.

CLEAR is supported by a 0.54 mill continuing 
property tax levy.

CAGIS The CAGIS consortium is a legal agreement 
between Hamilton County, the City of Cincinnati, 
and Duke Energy, and is directed by a nine 
member executive board comprised of four County 
representatives, four City representatives, and one 
representative from Duke.  The executive board 
membership represents organizations who make 
significant use of CAGIS services.  Ten additional 
local government jurisdictions and five public/quasi-
public organizations also participate in CAGIS as 
paying, non-voting, associate members. 

The CAGIS Administrator directs a CAGIS Office 
staff of 18 FTEs, comprised of enterprise GIS and 
Workflow (permits, code enforcement, capital 
project tracking, customer service request, and 
construction coordination) software application 
developers, enterprise database administrators, 
and enterprise computer systems staff that support 
all CAGIS services.  The CAGIS Office provides 
7/24/365 support for its systems.

CAGIS capital projects are funded 50/50 by 
Hamilton County and the City of Cincinnati.  The 
annual CAGIS operating budget is comprised of a 
$30,000 flat contribution from Duke Energy, the 
remainder is funded 50/50 by the City of Cincinnati 
and Hamilton County. The City of Cincinnati's 
funding comes from their 302 Income Tax 
Infrastructure fund and 980 Capital fund, Water 
Works, and the Stormwater Management Utility.  
Hamilton County funding is provided by MSD, the 
County Engineer and the General Fund.

JMS System management is under the Sheriff's Office. Intake Processing – 3 shifts: 2 Supervisors; 1 Clerk 
and 13 data entry operators (DEOs).  Corrections 
Records – 2 shifts: 2 Supervisors and 9 DEOs

Sheriff's staff funded through county general fund; 
database and application support and maintenance 
provided by CLEAR.

PTIS Agency Director reports to Hamilton County 
Municipal Court, Agency MIS Director reports to 
Director of Pretrial and Community Transition 
Services.  Municipal Court is member of CMSNet.

Two staff provide in-house programming, system 
maintenance, and 24-hour technical assistance.

Start up funding came solely from grants.  
Hardware/software upgrades and intra-system 
support provided through Municipal Court.
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System Governance Structure Staff/Administration Funding Sources
CMS Governed by CMSNet Steering Committee; formal 

governance body with a formal governance 
agreement signed by elected officials/department 
heads of nine court-related agencies

Director, Project Asst, and Analyst (currently 
vacant); all report to the CMSNet Steering 
Committee (but follow the personnel policy and 
procedure of the Court of Common Pleas and 
report to the Court Administrator for routine 
business)

Personnel and contracts funded by the county 
general fund through the Court of Common Pleas; 
infrastructure, hardware and software for 
Municipal, Common Pleas, and the Clerk of Courts 
funded by the Clerk of Courts Automation Fund (a 
restricted fund).

JCMS System management is under the judiciary of the 
Juvenile Court.  The agency is a member of 
CMSNet.

System is maintained by 11 county staff, as well as 
two contractual positions with Conexio: one 
helpdesk position and one network engineer.  Two 
county staff are on 24-hour call for emergency 
assistance.

Funding for the system follows a similar structure 
to the Juvenile Court, with general fund and grant 
funding, as well as school district support at the 
Hillcrest training school.

PCCMS System management is under the Judge of the 
Probate Court. Probate Court is a member of 
CMSNet.

System is managed, developed, maintained, and 
supported by three court staff supplemented by 
incidental network and hardware support from 
Conexio as needed.  

Court staff are funded through the county general 
fund. IT infrastructure is generally funded through a 
restricted court automation fund.
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